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The Outline of the Chinese Traditional Folk Law

—Based on the Perspective of Legal Characteristics , Cultural Quality and Functions
YU Yuhe
(Law School, Nankai University, Tianjin 300071, China)

Abstract: The origination history of the legal characteristics of folk law comprises the process of the development of legal thoughts
from simplicity to pluralism.Involving the epitome and summary of life experience and with its multiple effective paths, Chinese
traditional folk law has the special cultural quality that the state law does not possess. In the construction of the order of modern
society, traditional folk law has three actual functions: first, in the generation of order, the folk law is the rule itself; second, in the
aspect of maintaining order, the folk law affects the behavior of the people; third, in the aspect of protecting the order, the folk law
inherits and develops traditional ethics as its historical mission. The construction of modern legal order needs to take into account
Chinese traditional folk law.

Key words: legal culture;folk law;legal character;culture character;rational order
[ : ]

PIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIID

(E#E% 109 ®)

The United States’ Cyberspace Policy under International Law
ZHU Lu

(Department of International Relations , Tsinghua University , Beijing 100084 ,China)

Abstract: The United States’ cyberspace policy is mainly reflected in the documents from the government and the military. It has
been almost 20 years since Executive Order 12864 of 1993 related to the development of the National Information Infrastructure was
promulgated. Most government documents on cyberspace were issued by the White House, which barely touched upon international
law. Their military counterparts range from documents from Department of Defense, the Army, the Navy and the Air Force to judge
advocates’ references. Although these military documents did mention about international law, in—depth analysis were scarce. The
United States’ cyberspace policy has experienced a long—term evolving process during which four tactics were employed and four
characteristics were formed. International Strategy for Cyberspace, issued by the White House in May 2012, finally made it clear that
the United States would adopt a radical cyberspace policy via connecting certain acts in cyberspace with using force in the real
world. It will pose grave challenges to international law and international legal order for not only would the traditional concepts of
territory and sovereignty be overthrew and the meaning of using force be expanded, but also the right to self—defense would be
further abused and the international society be more reluctant to accept the definition of aggression. Moreover, the neutral institution
in international law would be nullified, the responsibility settings in international law would be challenged, and the foundation of law
of war would be destroyed.

Key words:the United States’ cyberspace policy; rights to self—defense; international law; law of war



